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SUBJECT: AdministrativeProceduresfor-the Office of the Secretary of Defense (OSD)
Records Management Program — Administrative Procedures

References: (a) Administrative Instruction No. 15, “OSD Records Management Program,”

August 11, 1994 (hereby canceled)

(b) DoD Directive 5110.04, “Washington Headquarters Services,”
October 19, 2001

(c) DaD Directive 5015.02, “DoD Records Management Program,”
March 6, 2000

(d) Chapters 29, 31, and 33 of Title 44, United States Code

(e) through (tu), see Enclosure 1

1. REISSUANCE AND PURPOSE

This Administrative Instruction (Al):

1.1. Reissues Reference (a) to update procedures for the maintenance and disposition of
OSD records and implements Reference (b), which assigns responsibility to the Director,
Washington Headquarters Services (WHS), for the records management program under
References (c), (d), and (e).

1.2. Cancels Als 22, 49, and 85 (References (f) through (h)).

2. APPLICABILITY AND SCOPE

2.1. This Instruction applies to the OSD, Defense Agencies, and DoD Field Activities to
whom WHS provides administrative support and to WHS (hereafter referred to collectively as
the “OSD Components”).

Change 1, 4/18/2008



Al 15, Volume I, November 14, 2006

2.2. Al 15 consists of two Volumes (hereafter referred to as Volume | and Volume 11
(Reference (i)). Volume I contains the responsibilities and administrative procedures concerning
the lifecycle management of records, \elume-H-Reference (i) contains the OSD Components

records disposition schedules-as 2.3—Unti-the-revised-dispesition-schedule-is approved by the
National Archives and Records Administration (NARA); \elume-H-shall-consist-of the-current

NARA-approved-OSD-dispesition-schedule: It will be updated as NARA approves changes to

the varieus schedules of the OSD Components and issues General Records Schedules citations.

3. DEFINITIONS

Terms used in this Instruction are defined in Enclosure 2.

4. POLICY

It is DoD policy, under Reference (c), to limit the creation of records to those essential for the
efficient conduct of official business and to preserve those of continuing value while
systematically eliminating all others, and to ensure their management is in compliance with
Chapter 31 of 44 United States Code (U.S.C.), 36 Code of Federal Regulations (CFR), and 41
CFR (References (d), (e), and ())).

5. RESPONSIBILITIES

5.1. The Director, Washington Headquarters Services, under the authority, direction, and
control of the Director of Administration and Management of the OSD (DA&M, OSD), shall:

5.1.1. Direct and administer the records management program for the OSD Components.

5.1.2. Provide guidance to OSD Components for the creation, organization, maintenance,
use, and disposition of all their records.

5.1.3. Cooperate with NARA in developing and applying standards, procedures, and
techniques designed to improve the management of records; ensure the maintenance and security
of records of continuing value; and facilitate the identification, segregation, and disposal of all
records of temporary value.

5.1.4. Ensure compliance with Reference (i)).

5.1.5. Coordinate with the Chief Information Officer, DoD, on records management
policy matters pertaining to information technology (IT) and electronic records.
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5.1.6. Designate the Records and Declassification Division (R&DD), Executive Services
Directorate (ESD), WHS, as the office of record and the point of contact for records management
activities.

5.2. The OSD Records Administrator (Chief, R&DD), ESD, WHS, shall, as prescribed by
Reference (c):

5.2.1. Establish a comprehensive OSD records management program to support the
requirements of the References (c) through (e), and (4)) .

5.2.2. Ensure effective control over the organization, maintenance, use, designation, and
disposition of all OSD Components' records, regardless of media (paper, electronic, audiovisual,
etc.).

5.2.3. Develop and apply standards, procedures, and techniques for improving records
management; ensuring the maintenance and timely retirement of records of continuing value; and
facilitating the segregation and disposal of all records of temporary value.

5.2.4. Oversee the efforts of the OSD Components in implementation of this Instruction
as the Federal Agency Records Officer.

5.2.5. Act as the liaison official with NARA, other Government Agencies, private
industry, and private citizens on records management matters.

5.2.6. Institute and oversee a records management evaluation program according to
References (e), (1)) and Executive Order 12958 (Reference (jk)) to ensure compliance of the OSD
Components and to provide for improvements and changes to existing procedures and records
schedules to reflect current mission and organizational requirements.

5.2.7. Ensure that appropriate OSD personnel receive adequate records management
training, either through the auspices of other Agencies, e.g., NARA, General Services
Administration (GSA), in-house programs, or through professional organizations.

5.2.8. Manage the systematic and mandatory declassification programs of permanently
valuable classified information, in accordance with DoD 5200.1-R (Reference (kl)).

5.2.9. Monitor the acquisition of information technology systems within OSD and WHS
enterprise architecture, to ensure compliance with records management laws and regulations.

5.2.10. Provide the OSD Components with advice and management assistance when
creating new records systems, including implementing electronic records management, to ensure
the systems are adequately documented, secure, accessible, and disposition instructions are
established.
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5.2.11. Provide advice and assistance to the OSD Components on the identification,
segregation, retention, and disposition of personal papers in accordance with References (e) and

(KI).

5.2.12. Coordinate, control, and supervise access to OSD records essential for historical
research, ensuring that appropriate safeguards for information security and personal privacy, as
outlined by References (jk) and DoD Directive 5400.11 (Reference (im)) are followed.

5.2.13. Manage the transfer of records to and retrieval from the Federal Records Centers
(FRCs).

5.2.14. Maintain record on all current suspension actions to normal disposition
instructions, such as records hold, freeze, moratorium, or preservation orders.

5.3. The Heads of the OSD Components shall:

5.3.1. Establish a records management program within their Component to support the
requirements outlined in References (c) through (e) and (ij), and with the regulations issued there
under.

5.3.2. Apply standards, procedures, and techniques to ensure the most economical,
efficient, and reliable means for creation, retrieval, maintenance, preservation, and disposition of
their records, regardless of media.

5.3.3. Institute measures to ensure that records of continuing value are preserved and that
appropriate disposition or retirement is made of records no longer of current use.

5.3.4. Appoint an individual(s) to perform the records management functions and serve
as accountable records custodians in their Component and to act in liaison with the OSD Records
Administrator. Individual(s) should have knowledge of applicable laws and regulations
governing records management, and/or must be sent to records management training, offered by
NARA or R&DD within 3 months of their appointment. These appointments shall be made in
writing and furnished to the OSD Records Administrator. All appointments will state the offices
supported by the individual(s). Appointment memos will be updated upon the departure or
change of the individual(s).

5.3.5. Ensure that all offices within their component have approved files plans.
5.3.6. Annually review and approve the files plan for each office within their purview to
ensure that records are accurately identified; these files plans will be reviewed and approved by

the individual appointed in 5.3.4.

5.3.7. Perform self-evaluations of their records management program every 2 years to
ensure compliance with the guidance in this instruction.
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5.3.8. Evaluate current and potential information systems (1S) to identify record
information being created or received during the conduct of business and ensure the preservation
of Federal records as specified in Enclosure 7. Record information created by ISs and not
identified in the disposition schedule (Melume-H Reference (i)), should be brought to the
attention of the OSD Records Administrator.

5.3.9. Ensure that the policies and provisions of DoD Directive 8910.1 (Reference (1))
are followed in the creation of OSD records.

5.3.10. Ensure that essential documents and records needed for continuity of operations
are identified and preserved in compliance with DoD Directive 3020.26 (Reference (r0)).

5.3.11. Ensure that North Atlantic Treaty Organization (NATO) documents are handled
in accordance with Al No. 27 (Reference (ep)).

5.3.12. Ensure that the requirements of Reference (Im) are satisfied if creating records or
system of records that are subject to the Privacy Act.

5.3.13. Periodically inform and caution all employees not to transfer or destroy records
in their custody except as allowed under Reference (d) and this Instruction, and ensure they are
made aware of their legal responsibility to report to the appropriate officials any actual,
impending, or threatened unlawful removal, alteration, or destruction of Federal records.

5.3.14. Ensure contractors performing Congressionally mandated program functions
create and maintain records to document these functions. Contracts must specify the delivery to
the Government of all the data required for the adequate documentation of the contractor-
operated program. The contractor will apply the appropriate file identification (oelumeH
Reference (i)) to all records delivered.

5.3.15. Ensure employees manage their personal papers in accordance with Enclosure 7,
and References (e) and (k).

6. PROCEDURES

The OSD Component records disposition schedules shall be found in \elume-H Reference (i).
Enclosures 3 through 11 address, in detail, specific functions of the OSD Records Management
Program.
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7. EFFECTIVE DATE

This Instruction is effective immediately.

(R0s N

Ralph E. Newton
Acting Director

Enclosures — 11
E1l. References, continued
E2. Definitions
E3. List of Figures
E4. The OSD Functional Files System
E5. Filing Equipment and Supplies
E6. Disposition Procedures
E7. Disposition of Personal Papers & Nonrecord Materials
E8. Electronic Records
E9. Preparing Records for Transfer to the FRC
E10. Packing and Shipping Procedures for Transfer of Records
E1l. Recall of Records from the FRC
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E1l. ENCLOSURE 1

REFERENCES, continued

(e) Title 36, Code of Federal Regulations, Chapter XII, Subchapter B.

(F)  Administrative Instruction No. 22, “Automatic Data Processing Records Management,”
May 24, 1979 (hereby canceled)

() Administrative Instruction No. 85, “Micrographic Policy,” March 19, 1981 (hereby
canceled)

(h) Administrative Instruction No. 49, “Systematic Review of 20-Year-Old Classified
Records,” February 12, 1980 (hereby canceled)

(i) Administrative Instruction No. 15, Volume II, ““Office of the Secretary of Defense (OSD)
Records Management Program — Records Disposition Schedule,” April 18, 2008

(1) Title 41, Code of Federal Regulations, Chapter 102

(jk) Executive Order 12958, “Classified National Security Information as Amended,”
March 28, 2003

(kl) DoD 5200.1-R “Information Security Program Regulation,” January 14, 1997

(fm) DoD Directive 5400.11, “DoD Privacy Program,” November 16, 2004

(mn) DoD Directive 8910.01, “Management and Control of Information Requirements,”
June 11, 1993

(ro) DoD Directive 3020.26, “Continuity of Operations (COOP) Policy and Planning,”
September 8, 2004

(ep) Administrative Instruction No. 27, “Control of North Atlantic Treaty Organization
Classified Documents,” October 4 1982

(pq) DoD 5015.2-STD, “Design Criteria for Electronic Records Management Software
Applications,” June 19, 2002

(gr) Sections 641 and 2071 of title 18 United States Code

(rs) Administrative Instruction No. 50, “Historical Research in the Files of the Office of the
Secretary of Defense (OSD)”, November 29, 1993

(st) Administrative Instruction No. 26, “Information Security Supplement to DoD 5200.1-R,”
April 1, 1987

(tu) Executive Order 12906, “Coordinating Geographic Data Acquisition and Access: The
National Spatial Data Infrastructure (NSDI),” April 11, 1994
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E2. ENCLOSURE 2

DEFINITIONS

The following list of definitions is comprised of those terms used in this Instruction as well as a
number of others, common to the records management field, most likely to be encountered by
persons performing records management functions at any level in an organization.

E2.1.1. Access

E2.1.1.1. The availability of or the permission to consult records, archives, or
manuscripts.

E2.1.1.2. The ability and opportunity to obtain classified or administratively controlled
information or records.

E2.1.2. Accession Number. (1) The transfer of the legal and physical custody of permanent
records from an agency to the National Archives. (2) The transfer of agency records to a FRC
for temporary storage. See Retirement and Transfer Number.

E2.1.3. Active Records. See Current Records.

E2.1.4. Archival Value. The determination by appraisal that records are worthy of
permanent preservation by the Archivist of the United States. See also Historical Value.

E2.1.5. Audiovisual Files. Files in pictorial or aural form, regardless of format. Included
are still photos, graphic arts such as posters and original art, motion pictures, video recordings,
audio or sound recordings, and related records.

E2.1.6. Block. A chronological grouping of records consisting of one or more segments of
records that belong to the same series and are dealt with as a unit for the purposes of their
efficient transfer, especially the transfer of permanent records to the NARA. For example, a
transfer of records in 5-year blocks.

E2.1.7. Case File. Files, regardless of media, containing material on a specific action, event,
person, place, project, or other subjects. Sometimes referred to as a “project file” or a
“transaction file.” Also a collection of such folders or other file units. Case Working Files.
Support files, such as worksheets, questionnaires, rough notes, calculations, are worksheets,
questionnaires, rough notes, calculations, are generally kept for a shorter period of time than the
papers that serve to document the project. See Working Files.

E2.1.8. Central Files. The files of several offices or organizational units physically and/or
functionally centralized and supervised in one location.
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E2.1.9. Chronological Reading File. See Reading File.

E2.1.10. Classified Information. Records or information requiring, for national security
reasons, safeguards against unauthorized disclosure. See Closed File (2).

E2.1.11. Closed File. (1) A file unit or series containing documents on which action has
been completed and to which additional documents are not likely to be added. (2) A file unit or
series to which access is limited or denied. See Cut off and Classified Information.

E2.1.12. Convenience File. Nonrecord copies of correspondence, completed forms,
publications, and other information maintained for ease of access and reference. Sometimes
known as “working files.”

E2.1.13. Copy. (1) A reproduction of the contents of an original document, prepared
simultaneously or separately, and usually identified by function or by method of creation.
Copies identified by function may include action copy, comeback copy, file or record copy
information or reference copy, official copy, and tickler copy. (2) In electronic records, the
action or result of reading data from a source, leaving the source data unchanged, and writing the
same data elsewhere on a medium that may differ from the source. See Nonrecord Material and
Records.

E2.1.14. Cross-Reference. A procedure used to show the location of a document that may
be filed, because of content, under more than one subject.

E2.1.15. Current Files Area (CFA). The area where current records are physically
maintained, usually in a location that provides convenient access for reference and retrieval.

E2.1.16. Current Records. Records necessary to conduct the current business of an office
and therefore generally maintained in office space and equipment.

E2.1.17. Custody. The guardianship of records that in a strict sense includes both physical
possession (protective responsibility) and legal title (legal responsibility). For example, OSD
records transferred to an FRC are in the PHYSICAL POSSESSION of that facility but legal title
to them remains with the OSD and access may be granted only with the approval of the
originating Agency; when accessioned by the National Archives, legal title, and physical
possession then pass to the Archivist of the United States, who may grant access without
reference to the originating Agency.

E2.1.18. Cut off. Termination of files at specific intervals to permit transfer, retirement, or
disposal in periodic (quarterly, semiannual, or annual) blocks. Sometimes called "file break."
See also Block.

E2.1.19. Discontinuance. The placing of an organization in an inactive or surplus status.
When the term is used in this Instruction, it includes inactivation, disbandment, discontinuance
or reduction to zero in strength.
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E2.1.20. Disposal. Physical destruction of Temporary Records. See also Disposition.

E2.1.21. Disposal Authority. The legal authorization for the disposal of records obtained
from the Archivist of the United States empowering an Agency to transfer Permanent Records to
the NARA and to carry out the disposal of Temporary Records. Also called “disposition
authority.”

E2.1.22. Disposition. Actions taken with regard to records following their appraisal by the
NARA. No disposition of any Series of records is authorized before its appraisal. Records
disposition is any activity with respect to:

E2.1.22.1. Disposal of temporary records by destruction or donation;

E2.1.22.2. Transfer of records to Federal Agency storage facilities or FRCs;

E2.1.22.3. Transfer to the Archives of the United States of records determined to have
sufficient historical or other value to warrant continued preservation; or

E2.1.22.4. Transfer of records from one Federal Agency to any other Federal Agency.
E2.1.23. Disposition Instruction. An instruction for the cut off, transfer, retirement or

destruction of documents. Specific techniques for using or applying disposition instructions are
in Enclosure 7 to this Instruction.

E2.1.24. Disposition Program. Practices designed to achieve efficient and economical
disposition of records. The program involves developing standards, procedures, and techniques
for managing the longevity of records. Includes controls over office filing equipment,
scheduling records for disposition and administering their storage, documenting Agency benefits
accruing from the program, and undertaking surveys and audits of disposal operations.

E2.1.25. Disposition Schedule. A document governing, the continuing mandatory
disposition of a record series of an organization or Agency. Also known as a “records schedule,”
“records control schedule,” “retention schedule,” or “records retention schedule.” \elume-H
Reference (i) contains the only authorized Disposition Schedule for the OSD. See also General
Records Schedule (GRS).

E2.1.26. Disposition Standard. The time period for the cut-off transfer to a records center,
destruction, or transfer to the NARA of a file series.

E.2.1.27. Electronic Records. Records stored in a form that only a computer can process and
satisfies the definition of a Federal Record, also referred to as machine-readable records or
automatic data processing records.
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E.2.1.28. Electronic Information System. A system that contains and provides access to a
computerized Federal Record. See Information System.

E.2.2.29. Electronic Mail System. A computer application used to create, receive, and
transmit messages, and other documents. Excluded from this definition are file transfer utilities
(software that transmits files between users but does not retain transmission data), data systems
used to collect and process data that have been organized into data files or databases on either
personal computers or mainframe computers, and word processing documents not transmitted
with the message.

E.2.1.30. Evidential Value. The usefulness of records in documenting the organization,
functions, and activities of the agency creating or receiving them. See Historical Value.

E2.1.31. Federal Information Resources Management Reqgulation. Regulations on
information resources management issued by the GSA and applicable to Federal Agencies.

E2.1.32. Federal Management Regulations (FMR). The FMR is the successor regulation to
the Federal Property Management Regulation. It contains GSA regulatory policy on the
economy and efficiencies of records management, which are codified in 41 CFR Parts 102-193
(Reference (1))).

E2.1.33. Federal Records Center. A records center operated by NARA. See Records
Center.

E2.1.34. Federal Records. See Record.

E2.1.35. File. (1) Anaccumulation of records or nonrecord materials arranged according to
an approved plan. Used primarily in reference to current records in an office. (2) A unit, such as
a folder, microform, or electronic medium, containing records, nonrecords, or personal papers.
(3) In electronic records, an organized collection of related data, usually arranged into logical
records stored together and treated as a unit. The unit is larger than a data record but smaller
than a data system and is sometimes known as a “data set.” Referred to collectively as “files.”

E2.1.36. File Inventory. A survey of Agency records to gain information needed to develop
a disposition schedule. Includes a descriptive listing of each record series of a system, together
with an indication of where it is located and other pertinent data.

E2.1.37. Functional File System. A system of files based on the major functions by which
the records shall be retrieved. With Program Records or mission-related files, these functions
mirror the office organization and reflect the nature of the work being done there. The OSD uses
a functional file system. More information on this type of system is in Enclosure 4 to this
Instruction.

E2.1.38. Finding Aids. Indexes or other lists, whether manual or automated, designed to
make it easier to locate relevant files.
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E2.1.39. Frozen Records. Those temporary records that cannot be destroyed on schedule
because special circumstances, such as a court order, require a temporary extension of the
approved retention period.

E2.1.40. General Records Schedule (GRS). A schedule issued by the Archivist of the
United States governing the disposition of specified recurring series common to several or all
Agencies of the Federal Government. These series include civilian personnel and payroll
records, procurement, budget, travel, electronic, audiovisual and administrative management
records. When records described in the GRS are used by any Federal Agency, their disposition
is governed thereby. Exceptions may be granted only by the Archivist of the United States. The
GRS DOES NOT apply to an Agency's program records. “Program records” are those peculiar
to an Agency's mission or not “common to several or all Agencies of the Federal Government.”

E2.1.41. Historical Value. The usefulness of records for historical research concerning the
Agency of origin. See Evidential Value.

E2.1.42. Holding Area. Agency space assigned for the temporary storage of active or semi-
active records and for records with relatively short retention periods. Also known as a “staging
area.”

E2.1.43. Housekeeping Records. Records of an organization that relate to budget, fiscal,
personnel, supply, and similar administrative or support operations normally common to most
Agencies, as distinguished from records that relate to an Agency's primary functions. (See
GRS.)

E2.1.44. Inactive Records. See Noncurrent Records.

E2.1.45. Information System. The organized collection, processing, transmission, and
dissemination of information in accordance with defined procedures, whether automated or
manual. Most often refers to a system of electronic records.

E2.1.46. Legal Value. The use of records containing evidence of legally enforceable rights
or obligations of Government and/or private persons.

E2.1.47. Life Cycle of Records. The concept that records pass through three stages:
creation, maintenance and use, and disposition. Records should be managed properly during all
three phases of the lifecycle.

E2.1.48. Meta Data. Data describing the structure, data elements, interrelationships, and
other characteristics of an electronic record. Usually described as data about the data. (See
Unstructured Data)
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E2.1.49. Microform. Any form containing greatly reduced images, or micro-images, usually
on microfilm. Roll microforms include microfilm on reels, cartridges, and cassettes. Flat
microfilms include microfilm jackets, aperture cards, and micro-cards, or micro-opaques.

E2.1.50. Noncurrent Records. Records that are no longer required in the conduct of current
business and therefore can be transferred to an FRC or destroyed, if authorized by an approved
disposition schedule.

E2.1.51. Nonrecord Material. Material not usually included within the definition of
Records, such as extra copies of documents, but only if the sole reason such copies are preserved
is for convenience of reference; library and museum material, but only if such material is made
or acquired and preserved solely for reference or exhibition purposes; and stocks of publications.
This latter category does not include record sets of publications, posters, and maps that serve as
evidence of Agency activities and have value for the information they contain. Nonrecord
material existing in offices must also be managed. See Personal Papers.

E2.1.52. Official Records. See Records.

E2.1.53. Permanent Records. Records appraised by the Archivist of the United States as
having enduring value because they document the organization and functions of the Agency that
created or received them and/or because they contain significant information on persons, things,
problems, and conditions with which the Agency deals. The Archivist of the United States
estimates that no more than 5 percent of all records generated by the Federal Government are
permanent. In the OSD, they generally fall into the following categories:

E2.1.53.1. Policy, Procedural, Organizational, or Reporting Documents

E2.1.53.1. Formal policy and procedural issuances (obsolete as well as current), such
as regulations, orders, circulars, manuals, and other types of directives with related forms,
recommendations, endorsements, clearances, and comments.

E2.1.53.2. Organizational charts and directories (obsolete as well as current).

E2.1.53.3. Annual or other periodic narrative and statistical reports on
accomplishments at the organizational levels above divisions.

E2.1.53.4. Narrative accounts of an Agency's history.

E2.1.53.5. Publicity and public information material, such as press releases on
matters of general interest to taxpayers; photographs and official speeches on changes in OSD
policies and programs; charts and posters.

E2.1.53.6. Publications that contribute to an understanding of the organization and

the functioning of the OSD Components, exclusive of publications that embody the results of
statistical or research activity.

13 ENCLOSURE 2



Al 15, Volume I, November 14, 2006

E2.1.53.2. Records That Provide Executive Direction to OSD Components

E2.1.53.2.1. Such authoritative documents consist of those received by the OSD for
comment, clearance, appraisal, evaluation, guidance, or other action, and those drafted, prepared,
or issued by the OSD. Included are documents on legislation and executive orders proposed by
the OSD or by other Government Agencies, delegations, and continuing authorities and
revocations thereof; inter-Agency agreements; court decisions; internal and external
interpretations and rulings; and legal opinions. Also, case, subject, planning, and control files
documenting the preparation, issuance, analysis of, reactions to, and compliance with those
authoritative documents that affect and define the functions of the OSD Component concerned.

E2.1.53.2.2. Legislative history files, exclusive of nonrecurring copies of hearings,
bills, and statutes.

E2.1.53.2.3. Agenda and minutes, with supporting papers, of staff meetings at
division and higher organizational levels on substantive functions of the OSD or the Department
of Defense.

E2.1.53.2.4. Agenda and minutes, with supporting papers, of those meetings of inter-
Agency and extra-Federal Governmental bodies in which OSD participates that relate to
substantive matters on OSD or DoD functions.

E2.1.53.2.5. Reports on special studies, surveys, and inspections of operations,
management, and systems with related papers showing their inception, scope, procedures, and
results.

E2.1.53.2.6. Documents on relations with the White House, the Executive Office of
the President, and the Congress, that concern the planning, initiation, management, and
effectiveness of changes in OSD's programs, including inter-Agency programs in which the OSD
participates.

E2.1.53.2.7. Budget statements (estimates and justifications) prepared at the OSD
level, budget digests, budget briefing books, and comprehensive program and financial plans
developed under the planning, programming, and budgeting system and earlier or later
equivalents, such as zero-base budgeting.

E2.1.53.2.8. Annual activity reports, and any special nonrecurring reports, from field
offices that are required for executive directions.

E2.1.53.2.9. Inter-Agency agreements and delegations of continuing authority to and
from other Agencies that significantly affect the substantive functions of the OSD.
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E2.1.53.2.10. Case files on approved plans, policies, programs (including internal
management improvement, records management, and staff development programs), projects, and
procedures.

E2.1.53.2.11. Litigant case files, the results of which had a significant impact on
DoD policy or procedures.

E2.1.53.3. Records Documenting Major Functions of the OSD Components

E2.1.53.3.1. Documentation of the development, supervision, and evaluation of each
of the major substantive functions.

E2.1.53.3.2. Formal legal opinions on major functions.

E2.1.53.3.3. Case files of significance on policy formulation.

E2.1.53.3.4. Summary statistical data on each major function.

E2.1.53.3.5. Pertinent portions of office files of directorates or higher organizational
units that were responsible for carrying out major substantive functions of the OSD or the

Department of Defense, or both.

E2.1.53.3.6. Pertinent portions of office records, if the substantive functions were
administered from the field.

E2.1.54. Personal Papers. Papers of a private or nonofficial character that pertain only to an
individual's personal affairs that are kept in the office of a Federal official and clearly designated
by that official as nonofficial. Personal papers are required to be filed separately from official
records of the office. See Enclosure 7 to this Instruction for additional guidance.

E2.1.55. Program Records. Records created or received and maintained by an Agency in the
conduct of the substantive mission functions (as opposed to administrative or Housekeeping
functions). Sometimes called “operational records.”

E2.1.56. Reading File. A file containing copies of documents, usually outgoing
correspondence, arranged in chronological order. Sometimes referred to as a “chron file,” or
“chronological reading file.”

E2.1.57. Record Copy. The official, or file, or coordination copy created by an action office,
complete with coordinations, enclosures, or related background papers that form a complete file
or history of that action.

E2.1.58. Record Group. A body of organizationally related records established by NARA to
keep track of Agency records during and after the scheduling process, including those transferred
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to FRCs and/or the National Archives. The record group for the OSD is 330; other elements of
the Department of Defense are assigned their own record group numbers.

E2.1.59. Records. (Also referred to as Federal records or Official records). All books,
papers, maps, photographs, machine-readable materials, or other documentary materials,
regardless of physical form or characteristics, made or received by an Agency of the U.S.
Government under Federal law or in connection with the transaction of public business and
preserved or appropriate for preservation by that Agency or its legitimate successor as evidence
of the organization, functions, policies, decisions, procedures, operations, or other activities of
the Government or because of the informational value of data in them. See also Nonrecord
Material.

E2.1.60. Records Control Schedule. A listing prepared by each OSD office identifying the
records series, filing arrangement, and ultimate disposition of all files maintained. See Enclosure
4 1o this Instruction for more detail.

E2.1.61. Records Center. A facility, sometimes specially designed and constructed, for the
low-cost, efficient storage and furnishing of reference service on semi-current records pending
their ultimate disposition. Generally, this term refers to the FRCs maintained by NARA, but
provisions exist, providing stringent criteria are met, to permit individual Federal Agencies to
create their own records centers or to contract this service out to civilian enterprises.

E2.1.62. Records Center Container. A corrugated cardboard box designed to hold one cubic
foot of records, either legal or letter size, and used chiefly in records centers. These are the only
containers authorized for shipment of OSD records to an FRC. See Enclosure 10 to this
Instruction for more details.

E2.1.63. Records Management. The planning, controlling, directing, organizing, training,
promoting, and other managerial activities involved with respect to records creation, records
maintenance and use, and disposition in order to achieve adequate and proper documentation of
the policies and transactions of the Federal Government and effective and economical
management of agency operations.

E2.1.64. Records Manager. The person responsible for or engaged in a records management
program. Sometimes called “records officer” or “records administrator.”

E2.1.65. Reference Copies. A collection of extra copies of official records on a specific
action used for ready reference.

E2.1.66. Retention Period. The time period that a specific series of records is to be kept.
Also called “retention standard.”

E2.1.67. Retirement. The movement of inactive files having a permanent or long-term value
to an FRC for storage, servicing, and ultimate disposition. See Transfer.
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E2.1.68. Screening. The examination of records to apply access restrictions and to
determine the presence of extraneous material (extra copies, classified cover sheets, mail control
forms, envelopes, routing slips (except those with remarks of significant value), blank forms,
etc.) before filing and before Transfer or Retirement.

E2.1.69. Series. File units or documents arranged in accordance with an approved filing
system. Also called “record series.”

E2.1.70 Structured Data. Any data that has and enforced composition to the atomic data
types. The data is managed by technology, which allows for querying and reporting. Example
of structured data is a database.

E2.1.71. Technical Reference Files. Extra copies of articles, periodicals, reports, studies,
vendor catalogs, and similar materials that are needed for reference and information but are
properly a part of the office's records.

E2.1.72. Temporary Records. Records designated for retention for a specified period of time
and that are then authorized to be destroyed in the CFA area. Temporary records are most
commonly found among Housekeeping Records and administrative files.

E2.1.73. Transfer. The movement of records out of office space and equipment to a
depository but not necessarily an FRC. (See Retirement.)

E2.1.74. Transfer Number. The control number given to any OSD functional element
retiring records to an FRC. This number consists of the Record Group number, fiscal year in
which the number was issued, and a four-digit sequential control number. The transfer number
is the basic reference for any records shipment and must be used when retrieving papers from
any FRC. Transfer numbers are issued and controlled by R&DD. More information is contained
in Enclosure 7 to this Instruction.

E2.1.75. Transitory Record. Records of short-term interest (180 days or less), including in
electronic form (e.g., e-mail messages), which have minimal or no documentary or evidential
value

E2.1.76. Unscheduled Records. Records whose final disposition has not been approved by
the Archivist of the United States.

E2.1.77. Unstructured Data. Any data stored in an unstructured format at the atomic level.
Refers to computerized information which does not have a data structure which is easily readable
by a machine and requires human intervention to make the data machine readable. Examples of
unstructured data are e-mails, spreadsheets, or word processing documents.

E2.1.78. Vital Records. Documents essential to the continued functioning or reconstitution
of an organization during and after an emergency and also those documents essential to
protecting the rights and interests of that organization and the individuals directly affected by its
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activities. Sometimes called "vital files” or "essential records.” These records include both
emergency-operating and right-and-interests records that are duplicates or extra copies of
original records stored off-site.

E2.1.79. Washington National Records Center (WNRC). The official off-site repository for
all OSD records. The WNRC is located at Suitland, MD. Other centers may be designated by
OSD Field Activities not located in the Washington Metropolitan Area, but not without the
concurrence of the particular FRC concerned. Such agreements eventually must be reflected in
that Agency's records disposition schedule.

E2.1.80. Working files. (1) Documents such as rough notes, calculations, or drafts
assembled or created and used in the preparation or analysis of other documents. (2) In
electronic records, temporary files in auxiliary storage. An accumulation of working files may
also include nonrecord material and technical reference files.
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E4. ENCLOSURE 4

THE OSD FUNCTIONAL FILES SYSTEM

E4.1. THE OSD FUNCTIONAL FILES SYSTEM

The records disposition schedules contained in Melume-H Reference (i) are arranged according to
a “functional” file system. This enclosure outlines in detail how to create and maintain such a
filing system. This is the only type of filing system authorized for the OSD Components.

E4.2. RECORDS ARRANGEMENT

Planning the proper location of records so they are arranged in a manner that facilitates their use
and disposition is essential to effectively maintain records. Primary planning considerations are
maximizing the ease of reference to the files, minimizing the duplication of records, preserving
permanent records, and systematically disposing of all others.

E4.3. FILES PLAN DESIGNATION

Every office within the OSD shall have an office files plan. Records accumulated and used in
performing a function shall be located in the organizational element performing the function. All
files plans are to be reviewed and approved by the Component Records Management Officer.

E4.3.1. Specialized files of OSD-wide interest and use may be centrally located. The OSD
Components may establish centralized record systems in their organizations if they are more
effective and convenient.

E4.3.2. The OSD Components shall establish written procedures stating or explaining where
the record copies are filed. Each such location is known as an office of record.

E4.3.3. Each office of record is responsible for the custody, maintenance, retirement, and
disposition of current documents of the office it serves.

E4.3.4. The following factors shall be considered in designating offices of record:

E4.3.4.1. Access. Records kept sufficiently accessible to the using activities so that
maintenance of duplicate files is unnecessary.

E4.3.4.2. Security. Classified material maintained in security containers or secured areas
established in accordance with Reference (kl).
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E4.3.4.3. Space. Adequate space for present and anticipated needs, including the safety,
health, and morale of records personnel. Systems selected to manage electronic records must
comply with DoD 5015.2-STD (Reference (pq)). Consideration shall be given to the retention
period of the record when selecting the storage media for electronic records; for permanent
records, offices must comply with the requirements in Reference (e). Offices storing large
quantities of records shall be given fire protection.

E4.3.4. Arrangement. Files equipment and supplies shall be positioned to provide
control and convenience to the maximum number of users. Classified files and containers shall
be located away from windows and doors to prevent illicit acquisition of, or unauthorized access
to, classified information (Reference (ep)). Files requiring protection because they contain
privacy information shall be handled and arranged in accordance with Reference (1).

E4.4. RECORDS EVALUATION

There are two types of Federal records: Temporary (TEMP) and Permanent (PERM) (see
Enclosure 2, Definitions and Figure E5.F1). TEMP records are disposed of in the CFA or at an
FRC after a specified period of time. PERM records are eventually accessioned by NARA,
ceasing to be the property of the originating Agency. The value of records is not necessarily
determined by how long they are kept. Many temporary documents (personnel and health
records for instance) are important although they have no archival value (see Enclosure 2,
Permanent Records), which is a criterion for permanent records. The evaluation process (also
called scheduling) is participative and includes the document creator, R&DD, and NARA
appraisers, if required (see Figures E4.F1. and F4.F2.).
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SPECIAL INFORMATION
NEEDED TO SCHEDULE
RECORDS AS PERMANENT

Initial date, arrangement, and total
volume of each schedule item

Transfer date and annual accumulation
of recurring records

Any access restrictions to be imposed by

NARA on records proposed for immediate
transfer

Volume, inclusive dates, and any FRC
accession and box numbers related to
nonrecurring records proposed for
immediate transfer

Figure E4.F1
Information Needed for Permanent Records
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PROGRAM
RECORDS 65%

NON-
PROGRAM
RECORDS
35%

TEMPORARY
RECORDS 95%

PERMANENT
RECORDS

TRANSACTION
FILES 65%

OTHER FILES
35%

Figure E4.F2 — The Appraisal Process: Three Aspects of Federal Records
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E4.5. DOCUMENTATION AND FILE ARRANGEMENT

Documentation concerns the creation of records and the assembly or consolidation of this
information; this applies to records in all media (paper, electronic, microfilm, etc). Effective
documentation ensures a complete account of actions taken, commitments made, and results
achieved. File arrangement is simply the relative positioning of information in a file. Effective
file arrangement produces easy retrieval and disposal of documents.

E4.6. BASIC FILE GROUPS

E4.6.1. Subject Files. These are files arranged according to their general content, or
information on the same topic brought together in one place to make finding them easier.
Subject files consist mainly of general correspondence but may also include forms, reports, and
other material that relate to programs and functions but not to specific cases. The purpose of the
subject file is to provide complete documentation in the appropriate subject functional area. An
example of subject files is office administration files that are broken down into policy,
instruction, agreement, committee, staff visit, and reference subject categories.

E4.6.2. Case or Project Files. A case or project file contains material on a specific action,
transaction, event, person, project, or other subject. Case files may cover one or several subjects
that relate to a particular case. A contract file maintained by an Agency contracting office, for
example, might contain proposals, bids, addenda, inspection reports, payment authorizations,
correspondence, and legal papers. An Agency contract monitor, on the other hand, would keep a
case file containing copies of interim and final technical reports, memorandums, correspondence,
and other documents on a contractor's performance and production of a specified deliverable.
Another familiar example of a case file is the Official Personnel File. Case filing is the most
efficient method for filing and using large quantities of records.

E4.6.2.1. The information may cover one or more subjects on a case or project but shall
always be filed by a specific title or number.

E4.6.2.2. A distinguishing feature of a case or project file is the similarity in nature of
the information within the case folders.

E4.6.2.3. Information is arranged within each case file in chronological order with the
most recent documentation placed at the front of the file folder.

E4.6.2.4. Case or project files are closed upon occurrence of an event or action and
placed in an inactive file. Examples of events or actions that would result in placing a file in
inactive status would be the separation of personnel, a final contract payment, or project
completion.
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E4.6.2.5. Case files may be maintained alphabetically by name, title, country,
organization, or numerically to permit ease of filing and finding, without resorting to special
finding aids such as indexes and guide cards maintained separately.

E4.6.3. Chronological Arrangement. This system is used to arrange files in date sequence
when the date is the primary means of reference, and is useful for keeping records in small,
manageable groups; usually by year, month, and day. Reading and suspense files are examples
of files arranged by date.

E4.6.4. Reference Files. Sometimes called convenience files or working files (exception
paragraph E5.6.5), may include extra copies of documents that are officially recorded elsewhere,
such as books, pamphlets, and catalogs. These files should be reviewed periodically to retain
only those that are current and of significant reference value.

E4.6.5. Working Files. According to Reference (e), working files and similar materials
shall be maintained as records, for purposes of adequate and proper documentation, if:

E4.6.5.1. They were circulated or made available to employees, other than the creator,
for official purposes such as approval, comment, action, recommendation, follow-up, or to
communicate with agency staff about agency business; and

E4.6.5.2. They contain unique information, such as substantive annotations or comments

that adds to a proper understanding of the agency’s formulation and execution of basic policies,
decisions, actions, or responsibilities.

E4.7. FILING ARRANGEMENTS

The first step in arranging a group of files is to determine the major functional categories that
apply. These are listed in Molume-H Reference (i). Assistance is also available from R&DD in
helping make this determination. After selecting the major functions file grouping, a method of
arranging each group (see section E.4.6) is selected based on the primary function by which the
file shall be requested. Files can be further arranged in one or a combination of the filing
arrangements listed below, in accordance with the business or reference needs of the office,
except that records not covered by a Privacy Act System Notice (Reference (m)) will not be
retrieved by a personal identifier (name, date of birth, or social security number).

E4.7.1. Numerical Arrangement. Numerical files are identified and retrieved by a number,
such as a social security number, purchase order, or requisition.

E4.7.2. Chronological Arrangement. Chronological files are identified and retrieved by
date.
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E4.7.3. Alphabetical Arrangement. Alphabetical files are identified and retrieved by subject
and name.

E4.7.3.1. Name. Files are arranged by names of persons, companies, organization or
agencies.

E4.7.3.2. Geographical. Geographical files are arranged by a geographical location such
as region, country, state, or county.

E4.7.3.3. Subject. Subject titles are arranged alphabetically.

E4.7.4. Alpha Numeric Arrangement. Alphanumerical files are identified and retrieved by
an alphabetical numeric arrangement, such as contract files (MDA-011 or H-0012).

E4.7.5. Functional Arrangement. Functional files are identified and retrieved by the
function to which the information relates and not necessarily the subject.

E4.8. RECORDS AND FILES SURVEY

Each office of record shall prepare a files plan, listing each file series of records it maintains.
The files plan will identify at a minimum the file number, title, brief file description, disposition,
media (paper or electronic) and Privacy Act (PA) Systems Notice number, if applicable (see
Figure E4.F3). The files plan shall provide a comprehensive system of identification,
maintenance, and disposition of all record information. In preparing and maintaining the listing,
each office of record shall:

E4.8.1. Review office files plan for accuracy and ensure they are updated as file titles are
added, changed, or deleted or office functions change.

E4.8.2. Forward one copy of the files plan to their Component Records Management Officer
for review and approval.

E4.8.2. Review the Records Disposition Schedule (\elume-H Reference (i)) annually to
ensure that all records are properly identified and the schedule is accurate and complete. If
revision is deemed necessary, contact the OSD Records Administrator through the Component
Records Management Officer.
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ABC Directorate: Administration Office

Fecords Liatson or Custodian: Mr. Jobn Doe Diate Prepared:  Septernber 5, 2004
Component Fecords Management Officar: Ms. JTane Jones (signed) Diate Approved: September 23, 20046

FN Title'Brief Description PA Sys Mo. Disposition Media
101-01 Oiffice General Manazement: Internal office MNA DEST when 1 yr old Paper

procedures, hours of duty, and individnal duties

101-02 Oiffice Inspection and Surveys: Exiracts of NA DEST after next survey Papar
inspection reports, security mspection repors,
safefy mspection repors that pertain ouly o
office operations.

101-08 Oiffice Space Assignment: Admmdstratve spaces NA DEST when 55 Papar
assizoed to an office.

101-04 Oiffice Feading and Informational Files: Cutgoing MA DEST when 3 months old Paper
Commmmications and records received for zeneral
information purposes requinng no action.

01-11 Omentation and Brefing Files: Orientations snd NA DEST when 55 Electromic
briefings ziven to visitors and newly assizned
mdividuals.

202-03 Management Survey Files: Individual stadies and  NA DEL when 20 years old Electromic
SUTVEYs Concerning comprehensive review of COFF on Proj completion

organization or particular phase of management

02-04 Wanagamen: Improvemsnt Files: Studies, charts, NA DEL when 4 years old Electromic
coordination papers, recommendations, statstcal COFF on Proj corpletion
data, etc.
Page 1 of 2

Figure E4.F3 — Sample Format for a Files Plan

E4.9. FEUNCTIONAL FILE SYSTEM CONCEPT

E4.9.1. The OSD functional file system is based on the concept that each element or office
maintains records documenting the performance of each of its functions.

E4.9.2. The functional file system for OSD is a system for identifying and arranging
records, following the principle that identification or coding of records, papers, correspondence,
and communications is intertwined with the function that they document. The coding and
arrangement of files under this system lend themselves to a more flexible arrangement.

E4.10. ORGANIZATION OF THE OSD FILE SYSTEM

The organization of the OSD functional file system provides for the division and identification of
record information into several distinct subject series to facilitate referencing and disposition.

27 ENCLOSURE 4



Al 15, Volume I, November 14, 2006

E4.10.1. Series 100 pertains to General Office Administration Files. Information in this
series relate primarily to the performance of routine administrative and housekeeping operations
of any office.

E4.10.2. Series 200 and up pertain to the functional files. The first subdivision of each of
these functional series is devoted to administrative files on the particular functions as opposed to
the general office files in series 100. These series relate to specific major functional or
functional subgroup areas of the OSD. Series identification file number descriptions and
instructions for retention and disposition for all the functional file series are contained in \elume
H Reference (i).

E4.11. APPLICABILITY

The OSD records disposition schedule system shall apply to all record information, regardless of
media . Excluded are publications, blank forms, reference materials, personal papers, books in
formally organized and officially designated libraries, and reproduction material, such as stencils
and offset masters, this is considered nonrecord material (see Enclosure 7).

E4.12. FUNCTIONAL AREA NUMBERING SYSTEM

E5.12.1. The OSD records disposition schedule is set up functionally and does not
necessarily follow an organizational relationship The major file series with their numerical
designations are:

100 Office General Administration Files
200 Administration and Management
300 Budget and Finance

400 Information Management

500 Legal Services

600 Personnel Administration

700 Acquisition and Procurement
800 Security and Intelligence

900 Health Affairs

1000 Education

1100 Research and Engineering

1200 Analysis and Evaluation
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E4.12.1.1. These major series are further divided into categories, as shown in the
examples below:

401 Records Management
402 Information Service Records
403 Publication Records

E4.12.1.2. A dash is then employed before designating the file number, a two-digit
number, such as 01, is always used to designate a file. Examples are:

204-04 Audit Report Files
301-17 General Accounting Ledgers

E4.12.1.3. By combining all elements of this numbering system, the following
examples demonstrate their composition:

300  Budget and Finance

301  Budget and Finance Records

301-01 Budget Report Files

400  Information Management

402  Information Service Records

402-01 Privacy Act Reports, Administrative, and Request Files

E4.12.1.4. Series and categories are functional breakdowns and not files. Files contain
a description of the applicable records and a disposition. Some files identify a specific function,
others identify all records relating to a work process, group of related work processes, or a broad
program area to which the same length of retention should be applied, the latter are called
“buckets.”

E4.12.1.5. File numbers in the 100 series are common to all offices in the OSD and
are described in detail in Melume-H-Reference (i). Each office designates their own specific
functional files within this series.

E4.12.1.5.1. Afiles plan of all files kept in an office shall be maintained by each
office and made available to each employee.

E4.12.1.5.2. Each office shall determine the functions that they are primarily

responsible for and identify the records that correspond to their function from Melume-H
Reference (i). Records within a file number may be further arranged by date (Chron files),
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number arrangement (Project number), or alphabetical (subject, name, or organization). Records
should be arranged in a manner that best suits the business needs of the office.

E4.12.1.5.3. Records arranged by a personal identifier (name of an individual,

SSN, birth date) are subject to the PA Systems of Records (Reference (Im)) and must identify the
notice number on the label.

E4.13. FILES CONTROL

E4.13.1. An effective filing system depends upon arranging of guides and folders, preparing
and filing materials, retrieving the files and charging them out, keeping the files orderly, and
transferring or destroying inactive or files in accordance with approved disposition standards.

E4.13.2. Any filing system is acceptable that employs the procedures and conforms to the
disposition schedules in Melume-H Reference (i). However, the procedures explained in section
E4.14., below, and illustrated in Figures E4.F4. through E4.F7. of this enclosure, should be
followed as closely as practicable to ensure uniformity and efficiency in storing, retrieving, and
disposing of paper files. Labels must have all the information required to identify the
information or papers in the folders, but they do not necessarily have to be in the exact format
shown in Figures E4.F4, through E4.F7. When variations are permitted, they should be applied
as temporary measures only, and the standards prescribed herein should be adopted as soon as
practical. The best time to do that is when new files are created or old ones are remade
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[ 402 INFORMATION SERVICES ]

[ 400 INFORMATION MANAGEMENT ]

[200 ADMINISTRATION & MANAGEMENT]

[100 GENERAL OEEICE RECORDS ]

GUIDE CARD LABELS — Breakdown of guide cards is authorized if files within one
subfunctional category are voluminous, e.g., the 400 category (Information
Management) is further divided with guide cards for 401, 402 etc..

101-01 thru 101-20 (05)

Sample label entry for drawer that

contains two or more records series.

No disposition is shown on the label
because it varies among the several
record series in the drawer.

(05)

101-09 READING FILES
COFF 31 DEC 05
DEST JAN 09

Sample label entry for drawer that
contains one (and only one) record
type. Note that drawer label is
identical to folder label in this case.

Figure E4.F4 — Examples of Guide Cards and Drawer Label Entries

E4.14. PREPARING AND USING GUIDE CARDS, FILE FOLDERS, AND LABELS
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E4.14.1. Guide Cards. Prepare and use guide cards to identify each major file series or to
identify and support portions of the series: type standard labels and attach them to the guide card
tab; do not retire or discard file guides when files are disposed of; they should be reused.

E4.14.2. File Folders. Type identifying data on standard labels, positioning them on the
folders as outlined in paragraph E4.14.4. When the material in any one folder reaches normal
capacity of approximately three-fourths of an inch in thickness, prepare another one. The second
folder should begin at a logical point, such as the beginning of a month or a calendar quarter.
Place folders behind related guides. When there are several folders under one number a
"dummy" file folder - with a label that shows all the required disposition information but is not
used to file documents - may be used as the first folder in the file series. This saves repeating all
the same information on the succeeding folders in that series, which require only the basic series
number followed by the file name (see Figure E4.F5.).
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[ 101-09 January (05) ]

[ 101-09 February (05) ]

[ 101-09 March (05) ]

101-09 Reading Files (05)
COFF 31 Dec 05; DEST Jan 09

USE OF “DUMMY” FOLDER — When there are several folders within one file
number, a “dummy” file folder may be used as the first in the series. Tape it shut
so that no documents can be inadvertently file in it. Subsequent folder labels
need only show the file number, contents and year of accumulation (if

FILE TITLE
Internal Admin Files CY 06
YEAR OF
COFF 31 Dec 06, DEST Jan 2011. ACCUMULATION
WHERE
APPROPRIATE

I

DISPOSITION INSTRUCTIONS

Figure E4.F5 — Samples of Folder Label Entries
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Al 15

Figure E4.F6 — Samples of Label Entries for Binders Containing Reference Publications

E4.14.3. Labels

E4.14.3.1. Preparation of Labels. Label all file folders, binders, or electronic media with
the file number, title, year file created, cut off date, disposition instructions, and PA Systems of
Records notice number, if applicable (see Figures E4.F5 through E4.F7). The exception is when
a dummy file folder is used. Subtitles and commonly accepted abbreviations may be used:
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402-12 Office Classified Document Receipt Files
(01) COFF 31Dec 01, DEST Jan 04

702-02 Small and Disadvantaged Business Utilization Case Files
(04) COFF Dec 04, PIF Jan 05
TRF to the WNRC when SS

801-03 Major Investigations and Operations Files
(01) COFF 31 Dec 01, PIF Jan 03
PERM TRF National Archives 1/2026

E4.14.3.2. Labels for Electronic Media. Type identifying data on standard labels,
positioning them on the media (diskettes, compact disks (CDs), DVDs, external hard drives, etc)
as shown in Figure E4.F7. Labels should contain FN, title, date, author or creator, office name,
type of record or name of office (if applicable), PA systems notice and/or security classification
(if applicable), software version, and file extension. All files should have a 